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# Svrha, područje primjene i korisnici

Svrha je ovog dokumenta propisati pravila koja će omogućiti sigurno upravljanje lozinkama i njihovu sigurnu uporabu.

Ovaj se dokument primjenjuje na cijeli opseg Sustava upravljanja informacijskom sigurnošću (engl. *Information Security Management System – ISMS*), odnosno na sva radna mjesta i sustave unutar opsega ISMS-a.

Korisnici su ovog dokumenta svi zaposlenici tvrtke [naziv tvrtke].

# Referentni dokumenti

* Norma ISO/IEC 27001, mjere A.5.16, A.5.17 i A.5.18
* Politika informacijske sigurnosti
* Izjava o prihvaćanju dokumenata ISMS-a

# Obveze korisnika

Prilikom odabira i uporabe lozinki, korisnici moraju primjenjivati sljedeće dobre sigurnosne smjernice:

* lozinke se ne smiju otkrivati drugim osobama, uključujući upravu i administratore sustava
* lozinke se ne smiju pohranjivati, osim ako [naziv radnog mjesta za upravitelja za sigurnost] nije odobrio sigurnu metodu
* korisničke lozinke ne smiju se distribuirati bilo kojim kanalom (usmenom, pisanom ili elektroničkom distribucijom, itd.)
* lozinke se moraju promijeniti ako postoje naznake da su lozinke ili sustav možda ugroženi – u tom se slučaju mora prijaviti sigurnosni incident
* moraju biti odabrane jake lozinke; na sljedeći način:
  + koristeći najmanje 20 znakova
  + koristeći barem jedan numerički znak
  + koristeći najmanje jedno veliko i najmanje jedno malo slovo abecede
  + koristeći najmanje jedan poseban znak
  + lozinka ne smije biti riječ iz rječnika, dijalekta ili žargona iz bilo kojeg jezika, ili bilo koja od tih riječi napisana unatrag
  + lozinke se ne smiju temeljiti na osobnim podacima (npr. datum rođenja, adresa, ime člana obitelji i sl.)
  + posljednje tri lozinke ne smiju se iznova koristiti
* …

**\* ZAVRŠETAK OGLEDNOG PREDLOŠKA \***

(Kako biste pristupili potpunoj verziji dokumenta molimo Vas da kupite ISO 27001 paket dokumentacije <https://advisera.com/27001academy/hr/iso-27001-paket-dokumentacije/>)